Extended table of contents

<table>
<thead>
<tr>
<th>Acknowledgments</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>1 Concepts, terms, structure</td>
<td>1</td>
</tr>
<tr>
<td>1. Introduction</td>
<td>1</td>
</tr>
<tr>
<td>2. The character of information</td>
<td>3</td>
</tr>
<tr>
<td>2.1 Information and sources of information</td>
<td>3</td>
</tr>
<tr>
<td>2.1.1 General characteristics</td>
<td>3</td>
</tr>
<tr>
<td>2.1.2 Sociocultural context</td>
<td>5</td>
</tr>
<tr>
<td>2.2 Communicative messages</td>
<td>9</td>
</tr>
<tr>
<td>2.3 Intercultural perspective</td>
<td>10</td>
</tr>
<tr>
<td>2.4 The legal perspective</td>
<td>12</td>
</tr>
<tr>
<td>3. The value of information</td>
<td>13</td>
</tr>
<tr>
<td>3.1 The information age</td>
<td>13</td>
</tr>
<tr>
<td>3.1.1 The new socio-technological environment</td>
<td>13</td>
</tr>
<tr>
<td>3.1.2 Response of the law to changes and developments</td>
<td>17</td>
</tr>
<tr>
<td>3.2 Legal protection of information</td>
<td>19</td>
</tr>
<tr>
<td>3.2.1 Nature of the protection</td>
<td>19</td>
</tr>
<tr>
<td>3.2.2 The rights, values and interests involved</td>
<td>20</td>
</tr>
<tr>
<td>3.3 Balancing rights, values and interests</td>
<td>26</td>
</tr>
<tr>
<td>4. Scope and purpose of the study</td>
<td>30</td>
</tr>
<tr>
<td>4.1 Scope</td>
<td>30</td>
</tr>
<tr>
<td>4.2 Purpose</td>
<td>37</td>
</tr>
<tr>
<td>5. Models of protection</td>
<td>39</td>
</tr>
<tr>
<td>2 The spatial model</td>
<td>43</td>
</tr>
<tr>
<td>1. Definition</td>
<td>43</td>
</tr>
<tr>
<td>2. Physical spaces</td>
<td>46</td>
</tr>
<tr>
<td>2.1 Criminal trespass</td>
<td>46</td>
</tr>
<tr>
<td>2.1.1 The common law offense</td>
<td>47</td>
</tr>
<tr>
<td>2.1.2 The statutory provision – softer requirements and wider scope</td>
<td>48</td>
</tr>
<tr>
<td>2.1.3 Protecting possession and control of information</td>
<td>54</td>
</tr>
</tbody>
</table>
2.2 Peeping

2.2.1 Substance and aims of the offense
2.2.2 Axis of development
2.2.3 Trespass and peeping – the protected spaces

2.3 Interception of communicative messages

3. Metaphoric-conceptual spaces

3.1 Physical privacy – a constructive personal space

3.2 Computer trespass – cyberspace

3 The communication model

1. Origin, scope and direction of development

1.1 Interpersonal communication and its control

1.2 Origins and relations

1.3 From confidence-based protection to communication protection

2. The inner tier – protection against exposure by recipient

2.1 The rationale for protecting confidentiality

2.2 Review, examination and classification

2.2.1 Patient/client – professional confidence-based communication

2.2.2 Intrafamilial confidence-based communications

2.2.3 Confidence-based communication – community representatives and individuals

3 The communication model
2.2.3.2 News source and journalist 146
2.2.3.3 Government agent and citizen or resident 149

2.3 The scope of the protection of confidential communication 152
2.3.1 Number of confidence-based relations 153
2.3.2 Modes of transferring messages 154
2.3.3 Characteristics of protection 156
2.3.3.1 The extent of protection 156
2.3.3.2 Modes of protection 159

3. The outer tier – protection from external interception 163
3.1 Background – infringement of privacy 163
3.2 Structure and scope of the protection 169
3.3 Basic notions 173
3.3.1 Interception through a device 173
3.3.2 Expectation of privacy 179

4a The content model: national security and trade secrets 182
1. Scope and direction of development 182
1.1 General 182
1.2 The expansion process 184
1.3 Characteristics of the expansion 185
2. National security information 188
2.1 Origins and background 188
2.2 The meaning of national security information 190
2.3 Groups of provisions 193
2.3.1 Statutes protecting national security information 195
2.3.1.1 Treason 195
2.3.1.2 Espionage 200
2.3.1.3 Official secrets 207
2.4 Extent of protection 216
2.4.1 Fuzzy object and discretionary boundaries 216
2.4.2 The prohibited conduct 222
2.4.3 Summing up 225
3. Confidential commercial information (trade secrets) 225
3.1 Origins and background 225
3.2 Basic approaches 232
3.3 Scope of protection 237
3.3.1 Indirect protection – extension by federal courts 237
3.3.1 Interstate transportation of stolen property
3.3.1.1 Interstate transportation of stolen property 237
3.3.1.2 Stealing a “thing of value” from the federal government 243
3.3.1.3 Obtaining property through mail or wire fraud 246
3.3.1.4 Summing up 253
3.3.2 Direct protection of confidential commercial information
3.3.2.1 The beginning of direct protection 254
3.3.2.2 The Economic Espionage Act 256
3.3.3 Summing up 269

4b The content model: information privacy
4. Information privacy
4.1 Sources and concepts
4.1.1 Origins of privacy 270
4.1.2 Information privacy 274
4.1.2.1 General 274
4.1.2.2 Computers and Internet – databases, data mining and social networking 282
4.2 Protection of personal information by criminal law
4.2.1 General provisions – indirect protection 290
4.2.2 Direct protection of personal information 295
4.2.2.1 Prohibited acquisition of personal information 296
4.2.2.2 Unauthorized possession or use of personal information 309
4.2.2.3 Unauthorized disclosure of personal information 317
4.2.2.4 Summing up – unauthorized acquisition, possession, use or disclosure of personal information 435
5. Summing up 439

5 Epilogue

Index

444
449